**Час общения "БЕЗОПАСНОСТЬ в ИНТЕРНЕТЕ".**

Цели: создать условия для усвоения правил безопасного поведения в интернете.

Задачи:

- расширить представления учащихся об Интернете;

- формировать у воспитанников необходимость в безопасности и защищённости в сети;

- формировать понятие о принципах безопасного поведения в сети Интернет.

Оборудование: памятки для учащихся.

Ход:

1.ОРГАНИЗАЦИОННЫЙ МОМЕНТ.

-Что такое Интернет?

2.ЦЕЛИ ЗАНЯТИЯ.

3.ОРГАНИЗАЦИЯ ОСМЫСЛЕНИЯ ИНФОРМАЦИИ.

Учитель:

Бурное развитие компьютерных технологий и распространение сети

Интернет открывают перед людьми большие возможности для общения и

саморазвития. Интернет во многом похож на реальную жизнь. Находить что-то новое, общаться, обмениваться фотографиями, заводить новые знакомства - это, конечно, здорово и интересно! В Интернете можно найти любую информацию по любой теме. Это можно сделать быстро, если ты умеешь пользоваться компьютером.

Откуда можно взять материал? (например, из ВИКИПЕДИИ)

Но нельзя забывать о том, что длительная работа за компьютером негативно сказывается на работе многих функций организма человека.

- Каких именно? (обсуждение)

Правильно:

- нервной деятельности;

- иммунной системы;

- зрения; (долго смотришь в одну точку, присматриваешься)

- костно-мышечной системы (долго не двигаешься)

- психическое и эмоциональное состояние.

Сегодня количество пользователей - десятки миллионов людей, и немалая

часть из них - дети. Поэтому самое важное для нас - в Интернете нужно соблюдать простые правила безопасности и помнить, что там тоже много опасностей.

В Интернете появились:

- преступность;

- хулиганство;

- вредительство.

- Какие опасности подстерегают вас в Интернете?

1) вы можете получить дезинформацию: пропаганда ненависти, жестокости (драка девочек),

2) вы можете выдать личную информацию, которой воспользуются мошенники,

3) можно заразить компьютер вирусом.

4. СОВЕТЫ ДЛЯ ШКОЛЬНИКОВ О ПОЛЬЗОВАНИИ ИНТЕРНЕТ.

1. Не скачивайте файлы из подозрительных источников.

2. Не нажимайте на ссылки, если они пришли от незнакомого человека.

3. Не общайтесь с незнакомцами.

4. Не распространяйте свою личную информацию.

5. Будьте бдительны.

6. Поговорите с родителями или учителями, если вы столкнулись с

подозрительными сообщениями или файлами. Они смогут вам помочь.

5.ЗАКРЕПЛЕНИЕ МАТЕРИАЛА

Сказка "ЗОЛОТЫЕ ПРАВИЛА БЕЗОПАСНОСТИ В ИНТЕРНЕТЕ".

Учитель:

В некотором царстве, Интернет - государстве жил- был Смайл-царевич,

который правил славным городом. И была у него невеста - прекраснейшая

Смайл- царевна, день и ночь проводившая в виртуальных играх. Сколько раз

предупреждал её царевич об опасностях, подстерегающих её в сети, но не

слушалась его царевна. Непокладая рук трудился Смайл-царевич, возводил город, заботился об охране своих границ и обучал жителей основам безопасности жизни в Интернет- государстве. И не заметил, как Интернет- паутина всё-таки затянула царевну в свои коварные сети. Погоревал, да делать нечего- надо спасать царевну. Собрал он рать королевскую- дружину дистанционную и организовал "Регату" премудрую. Стали думать головы мудрые, как царевну из плена вернуть виртуального. И придумали они 7 золотых правил безопасного поведения в Интернете. Сложили их в котомку Смайл- царевича, и отправился он царевну искать. Вышел на поисковую строку, кликнул по ссылкам поганым, а они тут как тут: сообщества Змия-искусителя-Горыныча, стрелялки - убивалки Соловья- разбойника, товары заморские купцов шаповских,, сети знакомств -

зазывалок русалочьих. Как же найти -отыскать Смайл-царевну? Задумался крепко царевич, надел щит антивирусный, взял в руки меч-кладенец кодовый, сел на коня богатырского и ступил в трясину непролазную. Долго бродил, отбиваясь от реклам шаповских, зазывающих и спамов завлекающих. И остановился на распутье игрища молодецкого трёхуровневого, стал читать надпись на камне, мхом заросшем:

- - на 1 уровень попадёшь - времени счёт потеряешь;

- до 2 уровня доберёшься - от родных - близких отвернёшься;

- а на 3 уровень пойдёшь - своё имя забудешь.

И понял царевич, что здесь надо искать невесту. И взмахнул он своим мечом праведным, сломал код игрища страшного! Выскользнула из сетей разомкнувшихся царевна, осенила себя паролем честным и бросилась в объятия своего суженого. Обнял он свою невесту горемычную и протянул ей

котомочку волшебную со словами поучительными: "Вот тебе оберег от козней виртуальных, свято соблюдай золотые правила, наказы безопасные!":

1) Всегда помни своё Интернет - королевское имя ( E-mail, логин, пароль)

и не кланяйся всем подряд (не регистрируйся без надобности),

2)Не поддавайся ярким рекламам и не ходи на подозрительные сайты.

3) Просто так "выиграть" в Интернете невозможно.

4) Чтобы не забыть тропку назад и вернуться вовремя, бери с собой клубок

волшебный (заводи будильник, садясь за компьютер).

5) Не забывай обновлять антивирусную программу, иначе вирус Серый волк

съест весь твой компьютер.

6) Если хочешь дружить с другими царствами-государствами, изучай полезные социальные сервисы, например,Web 2.0: они помогут построить свой царский блог.

7) не скачивайте нелицензионные приложения, программы;

- Я не скажу о себе ничего (ни адреса, ни телефона) без разрешения родителей.

- Не передам по Интернет свои фотографии.

- Не встречусь ни с кем, кого не видел без разрешения родителей. На встречу

пойду с отцом или матерью.

- Не отвечу на сообщение, которое заставляет меня краснеть.

- Я буду разговаривать про Интернет с родителями.

- Я буду работать в Интернет тогда, когда разрешат родители.

Правила безопасности по хождении по сайтам и по приёму электронной почты:

- Не заходите на незнакомые сайты.

- Если к вам пришёл сайт, проверьте его сначала на вирусы.

- Старайтесь использовать для пароля трудно запоминающийся набор цифр

или букв. Личное- значит только для тебя.

- Береги свою личную информацию (не говори имя, номер школы, возраст, домашний адрес, телефон).

- Пароль держи в тайне.

- Прежде, чем разместить матери ал на сайте - подумай (фото- надписи - уголовная ответственность).

Уважай себя!

- Не отвечай тем, кто тебя не уважает. Блокируй.

- Не оскорбляй других пользователей. Тебя могут блокировать.

- Если что-то кажется опасным, сообщи об этом взрослым.

Будь бдителен!

- Будь осторожен с новыми людьми, даже если они тебе кажутся

дружелюбными.

8.ОБОБЩЕНИЕ ИЗУЧЕННОГО.

- Попробуем сформировать те правила, о которых мы говорили, используя

известные фразы из русских народных сказок:

1) "Не пей из колодца, козлёночком станешь!"

Даже когда мы испытываем острую жажду, мы не будем пить из грязной лужи. Так и в среде Интернет, если вас что-то отталкивает, агрессивное, лучше покинуть этот сайт. Это защитит нас от негативных эмоций, а наш компьютер - от вирусов.

2) "Волку дверь не открывайте!"

Интернет позаботился о том, чтобы мы были защищены от тех, кто хочет нам

причинить вред. У них ничего не получится, если только мы не сообщим

важную информацию о себе. Не загрузим сомнительные файлы и не дадим

возможность пользоваться нашей сетью незнакомым людям. Именно так мы

поступаем в обычной жизни : сначала спрашиваем "Кто там?" - потом только

открываем двери.

Следуй этим правилам всегда, когда ты выходишь в Интернет!

9. ПОДВЕДЕНИЕ ИТОГОВ.

- Что нового вы узнали?

- Понравилось ли вам обсуждать эту тему?

- Расскажете ли вы о ней родителям?

10.ЗАВЕРШАЮЩИЙ МОМЕНТ УРОКА.

(раздача Памяток)
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